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Abstract:
With tremendous growth in IoT devices in last few years, research has also geared up in finding solutions to make cloud related services more scalable. The present paper is focusing on study and survey of object-to-object communication protocols enabling Internet of Things (IoT) environment. The paper also covers range of various existing networking communication protocols, routing protocols, data transfer protocols and security protocols. These protocols are adopted in IoT based environment, with layer based taxonomy. Security is one of the main concerns of IoT based environment. So many security and lightweight protocols also have been detailed out. Few of the protocols proposed by researchers have been adopted very successfully in IoT enabled environment. Various IoT enabling standards and technologies have also been reviewed in this paper. Further this paper also highlights the properties, characteristics and specialties of these protocols. Last but not least, the comparative analysis of various messaging protocols has also has been presented on the basis of their performance.
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1. INTRODUCTION

IoT has made human life more easy and efficient by enabling many non-living things to behave intellectually and smartly. Today’s modern society has led to significant growth in IoT by virtually integrating things and people [1]. Number of objects and devices are being connected to smart environment at highly increasing rate [2]. Network that used to include only computers, mobile phones and some selected nodes only; now have included home appliances, vehicles and many more objects also. IoT network on small scale uses Wireless Personal Area Network (WPAN) that relies on technologies like Bluetooth, Zigbee [3], 6LowPAN and etc. and slightly on larger scale uses Wireless Local Area Network (WLAN) that includes Wi-Fi that has been used in different mobile communication technologies such as 2G, 3G, 4G, LTE and etc [3]. Forming a desirable and globally acceptable IoT system based on these technologies is a crucial challenge. Furthermore, data confidentiality as well as network security raises some issues [4]. These challenges are required to be addressed according to adopted networking technologies. This paper represents an overview of various applications, technologies, services, standards and protocols of Internet of Things. Using these technologies, one machine can communicate to other machine [5]. IoT protocols operate on different layers of networking stack which include MAC layer, session layer and network layer [6]. Most commonly used IoT Protocol standards are Zigbee and Bluetooth but IEEE 802.11ah [7] is easiest to be used in wireless applications. The main aspects of IoT protocols on all the layers are security and security mechanism. The authors in [6] concentrate on interconnection layers of IoT ecosystem containing applications, security, management, routing and sensing protocols. Data Transfer Protocol’s suite can be classified into two parts, which are File Transfer Protocols and Messaging Protocols [8]. Protocols are used for transferring data packets from one node to another node. These nodes are devices which are characterized by unique ID, an address and probably a tag.

Evolution of IoT has been drawn from the convergence of Internet using electromechanical systems, wireless technology and Internet. Kevin Ashton, co-founder and executive director of MIT Auto-ID Center, mentioned IoT in a presentation; he made for P&G [9].

2. IoT APPLICATION DOMAINS

Now a day, Smart home market [10] [11] has become more dynamic. According to a survey done by Deloitte for smart home market review, only one million smart home customers already could be in Germany in 2018. The main concern of smart home households is in the safety and comfort followed by cost saving and less power consumption. But some barriers on the way of customers are data protection, data security and costs of efficient IoT objects.

Smart transport system is also one of the application domains that cover a wide area of IoT environment. The implementation of Controlled Area Network (CAN) [12] is used for system of Automation Control with 5G [13] communication technology, new protocols and Narrow Band-IoT (NB-IoT) [14], that is developed by 3GPP. NB-IoT is a radio technology standard that is used in many IoT application domains such as smart transportation for information exchange.

Patient’s health monitoring is also an important application area of IoT that is operated using many mobile devices, technologies and protocols. According to a survey [15], Arduino was used in smart system of health monitoring.

Smart energy system [16] is also an application domain where IoT is being deployed. Some relevant applications of this area are: predictive maintenance, performance management of digital data, energy optimization, and throughput optimization,
quality management of digital objects, automation level maintenance and quality control of sensors [11]. Some Protocols which have been considered in smart home domain are EnOcean, Z-Wave, Zigbee [17], KNX-RF [18] and Thread. Each protocol provides one or more security services like encryption, authentication and integrity.

3. IoT ENABLING STANDARDS AND PROTOCOLS

This section provides an overview of standards, technologies and different protocols which make things and environment IoT enabled. IEEE.15 and IEEE.11 [19] based standards are very common and widely used IoT protocols standards.

A. Standardizations/ Standards

Most of the devices used in IoT have been standardized by one or more standardizations but most widely IEEE and Internet Engineering Task Force (IETF) [20] standardizations have been adopted. IEEE 802.15.4 is a radio frequency standard developed for constrained devices with low power and also defined operations in low rate wireless personal area network (LR-WPAN) [21]. Mainly this standard enables companies for IoT environment. In [22] Ahmed et al. addressed various IoT enabling standardizations, protocols, technologies and security issues in IoT enabled environment. First IEEE 802.15.4 [23] standard was announced in 2011 and later IEEE 802.15.4e [24] in 2012 was released. Later standard was accomplished with new MAC specifications having time slots channel capabilities. IETF developed standardizations by creating 6LOWPAN [24] for resource constrained devices in 2007. Then in 2008, IETF organization established “Routing Over Low Power Lossy Networks (ROLL)”, which was a routing protocol. Other achievements of IETF were, in 2010 “Constrained RESTful Environments (CORE)”, in 2013 “DTLS In Constrained Environment (DICE)” and in 2014 “Authentication and Authorization in Constrained Environment (ACE)” [22] [25].

IEEE 802.15.4

IEEE supports huge range of working groups for wireless and wired communications. Industries are adopting 802.15.4e standardization on wide level where 802.15.4f is adopted for active Radio Frequency Identification (RFID) [26] and smart utility networks (SUNs) are adopting 802.15.4g to monitor smart grids. The versions discussed above use similar base of protocols and radio technology i.e. 802.15.4a/b. 802.15.4 and defines star and peer-to-peer topologies for communications between nodes and communicated data; that must pass through coordinator node or centre. This standard specifies media access control (MAC) layer and physical layer (PHY), lower layers of OSI network model that is used worldwide and maintained by IEEE 802.15 group [22]. Fig. 1 shows stack of 802.15 standards. Here, IEEE 802.2 is used as logical link control that communicates with convergence sub-layers. LLC is upper portion of DLL in OSI model. IEEE 802.15.4 is a well known technical standard for LR-WPAN.

Some well known protocols based on IEEE 802.15.4 are Zigbee, WirelessHART [27] and ISA100.11a, Microchip Wireless Network (MiWi (mainly used in smart homes)) [28] [29], Thread [30], SNAP and 6LoWPAN. To offer lower network layers of WPAN targeting low cost, low speed and low bandwidth is an objective of IEEE 802.15.4 [19]. For more bandwidth it can be contrasted with Wi-Fi. The main feature of IEEE standard 802.15.4 is to achieve very low cost (manufacturing and operation) as well as technical simplicity without sacrificing generality and flexibility. This standard is highly suitable for real time applications and also to operate in TDMA and CSMA/CD access modes.

Zigbee

Zigbee [3] [17] [19] is the most widely used due to its simplicity and it is deployment of 802.15.4 standard. Zigbee is a popular device used for low power and low bit rate and it is based on wireless mesh network standard and is motivated by WPAN [16], Zigbee protocols are developed, supported and maintained by Zigbee Alliance group [30]. It uses mesh topology. Enhanced features of this standard include data encryption, authentication, data routing and forwarding. So the protocols inspired by Zigbee standard provide more security. The advance standard uses layer 3 and layer 4 for additional communication. Most popularly, it is used in wireless sensor networks. Using mesh topology any node can communicate with other node but within defined range. Versions of Zigbee can support energy harvesting in condition of unavailability of battery and AC mains. Applications inspired Zigbee include features such as Remote controlling, smart energy monitoring, building automation, smart health care, smart lighting, peripherals and devices (keyboard, mouse, touch pads, etc.) and many smart network services. It is reliable device and it is used globally. According to study done by many researchers, power consumption is an issue and it needs an improvement till satisfaction of users [3]. SG communication technology is deployed in smart devices and terminals having potential to join ZigBee network to improve the performance of data transmission.
6LoWPAN

IPv6 over Low Power Personal Area Networks (6LoWPAN) was also created by IETF. Due to continuous increase in IoT smart devices; much stable, scalable and secure IP addresses are required for these devices. IPv6 is very efficient and enabling technology in such conditions where huge number of IP addresses is needed. 6LoWPAN is a protocol that transports IPv6 packets through the links of IEEE 802.15.4 and enables IP connectivity in resource constrained network systems [22][25]. 6LoWPAN working group works on optimization of protocols of IPv6 over the network, by using 802.15.4. 6LoWPAN also helps in applying IPv6 to MAC and Network layers of 802.15.4. Different features of 6LoWPAN are 64 bit or 16 bit address supporting, IPv6 and UDP header compression, targeting low power network using Bluetooth Low Energy (BLE), uncasting, broadcasting and multicasting support, and fragmentation [31]. Therefore, 6LoWPAN is very suitable protocol for Internet of Things. 6LoWPAN is an open protocol of IoT network. Using this protocol, home automation cost and architecture complexity can be decreased [32].

<table>
<thead>
<tr>
<th>TCP/IP Model</th>
<th>6LoWPAN Stack</th>
</tr>
</thead>
<tbody>
<tr>
<td>Application Layer</td>
<td>HTTP/CoAP/XMPP</td>
</tr>
<tr>
<td>Transport Layer</td>
<td>UDP</td>
</tr>
<tr>
<td>Internet Layer</td>
<td>Adapted ICMPv6</td>
</tr>
<tr>
<td>Data Link Layer</td>
<td>6LoWPAN</td>
</tr>
<tr>
<td>Physical Layer</td>
<td>IEEE 802.15.4 MAC</td>
</tr>
<tr>
<td></td>
<td>IEEE 802.15.4 PHY</td>
</tr>
</tbody>
</table>

**Figure 2:** 6LoWPAN protocol stack corresponding to TCP/IP Model

This technology can replace costly Wi-Fi also. Here, Fig. 2 shows 6LoWPAN protocol stack corresponding to TCP/IP model. Adaptation Layer used between Network and Data Link Layer fragments and reassemble IPv6 packets. 6LoWPAN is also useful for routing decision; so it is also called 6LoWPAN Border Router (6LBR) [33].

LoRAWAN

Low Power Wide Area Network (LPWAN) [3] [34] technology was designed to integrate large number of devices in IoT. This technology is reverse to short range cellular networks having devices with range of large communication and less cost with long battery life. Long Range Wide Area Network (LoRAWAN) was designed by optimization of LPWAN to have low cost, lower energy consumption, large range and capacity. LoRAWAN is developed and maintained by LoRAWAN Alliance that is non-profit open association. LoRAWAN networks use the star topology, in which end devices transfer messages to gateways and gateways relay messages to server.

Z-Wave

Z-Wave is also a wireless communication networks that uses low power [11]. It was designed by Sigma Design Inc. Z-Wave is widely used in remote control application in smart home and commercial environments on small scale [6]. Z-Wave is mainly designed to connect smart devices to central hub in smart homes and it allows devices to communicate with each other for data exchange. Z-Wave covers layers from physical to application. At physical layer it operates in scientific, organizational and medical related radio frequency band. Low-frequency data communication frequency bands are used in such applications. It can be used as alternate of ZigBee. It is simple to use and installs Z-Wave and it is an active technology too.

Bluetooth Low Energy (BLE)

Bluetooth Low Energy (BLE) was introduced by Special Interest Group (SIG) of Bluetooth [6] [35]. It was specified in version 4.0 of specifications for Bluetooth Protocol. As compared to classic Bluetooth it is very much efficient for reducing the device cost and energy consumption. BLE structure includes Physical layer (PHY), Data link layer, Logical link control and Adaptation Protocol (L2CAP). Upper layer and attribute protocols are multiplexed. In discovering way, transporting attributes and Generic attribute profiles (GATT) are defined. Protocol stack is divided in two parts: Controller and Host. Both components can communicate with each other with standardized host controller interface [36].

IPSec

IPSec [36] [37] is also network protocol suite that establishes secure channels over various unreliable networks. Components and features of IPSec have been defined in RFC 4301. Availability of IPSec is defined in all IPv6 and it is also compatible to IPv4. IPSec provides confidentiality, integrity and authentication at TCP/IP protocol stack at Internet layer. As compared to the upper layer, security protocol (TLS) in stack, IPSec has more ability to protect and secure IP header and Transport layer header (including IP address and Port number). But data security with IPSec is more expensive as compared to some other layers. IPSec channel consists of two phases: First phase performs peer authentication that also negotiates security parameters and ends successfully after data exchange. Second phase uses secure channels for secret exchange and parameter exchange. But validity of parameter is limited. Protocols of IPSec can operate on transport mode as well as tunnel mode.

B. Wireless Network Protocols

First, Wireless Sensor Network connections increase productivity of various smart domains (smart home, smart city
and etc.) and some risks are also introduced. Wireless physical networks give opportunity to attackers to attack on communicating data as well as Internet of Things (IoT) to reveal useful information. Stefan et al. [11] addressed some security challenges of various protocols used in Smart home domain. According to authors the security analysis need to be performed in all existing technologies to discover the root cause and to verify the security system to reach the secure IoT environment. Authors in [11], described some IoT protocols used for smart home applications specifically in perspective of security. The standard architecture of OSI model defines a standard architecture with all layers used in network communication. While TCP/IP model is a simplified view of OSI network model containing four layers which are used for Internet communication.

Before the study of IoT protocols, it is very much necessary to study the relation between traditional OSI or TCP/IP model and IoT protocol stack for better understanding of implementation of protocols in smart environment. Fig. 3 shows the layout of IoT protocol stack corresponding to layers of TCP/IP model.

<table>
<thead>
<tr>
<th>TCP/IP Model</th>
<th>IoT Model</th>
</tr>
</thead>
<tbody>
<tr>
<td>Application Layer</td>
<td>HTTPS, XMPP, CoAP, MQTT, AMQP</td>
</tr>
<tr>
<td>Transport Layer</td>
<td>TCP, UDP</td>
</tr>
<tr>
<td>Internet Layer</td>
<td>IPv6, LoWPAN, RPL</td>
</tr>
<tr>
<td>Network Access and</td>
<td>IEEE 802.15.4,</td>
</tr>
<tr>
<td>Physical Layer</td>
<td>WiFi(802.11 a/b/g/n), Ethernet(802.3), CDMA, GSM, LTE</td>
</tr>
</tbody>
</table>

Figure 3: IoT Protocol Stack Model

Some other standards offered by Institute of Electrical and Electronics (IEEE) and International Telecommunication Union (ITU) for IoT were proposed in [6]. Network protocols, schemes and mechanisms for IoT with their features, trends of networking mechanisms and open challenges were discussed in detail in [1]. In smart production system, wireless sensor networks (WSN) play very important role for increasing the computational limits [38]. It was standardized by International Telecommunication Union (ITU) for IoT were proposed in [6]. One of the oldest protocols used for IoT. Author in [39] compared this protocol with many other modern protocols used in IoT environment. It has many footprints. Due to running over TCP and using 3-way handshake process, it needs more resources. It is not much suitable to run over embedded processes with low power. It can be achieved by only optimization of TCP. This protocol follows client-server model. The communication takes place using request/ response format of messaging. HTTP is associated with REST. It is based on IETF standard. GET, POST, PUT and DELETE methods are used for update, create, read and delete operations respectively [40] [41].

D. IoT Messaging Protocols

IoT messaging protocols are also known as Instant Messaging Protocols (IM) and mainly used for chat communication on Internet. HTTP, MQTT, XMPP and AMQP are protocols which are mainly designed for IoT applications. The properties of these protocols are message management, lightweight message overhead and small messaging.

Hyper Text Transfer Protocol (HTTP)

HTTP is being used as a very famous communication protocol for many years. It is widely used with its APIs in many programming languages. This is one of the oldest protocols used for IoT. Author in [39] compared this protocol with many other modern protocols used in IoT environment. It has many footprints. Due to running over TCP and using 3-way handshake process, it needs more resources. It is not much suitable to run over embedded processes with low power. It can be achieved by only optimization of TCP. This protocol follows client-server model. The communication takes place using request/ response format of messaging. HTTP is associated with REST. It is based on IETF standard. GET, POST, PUT and DELETE methods are used for update, create, read and delete operations respectively [40] [41].

Message Queue Telemetry Protocols (MQTT):

MQTT is one of the top lightweight protocols that works on publish-subscribe archetype. In IBM, Andy Stanford Clark introduced MQTT in 1999. It was standardized by OASIS later in 2013 [6]. This paradigm makes the protocol suitable for resource constrained devices and network connections.
with non ideal conditions like high latency and low bandwidth [40]. This is a simple structured protocol with higher reliability. As compared with other reliable messaging protocols it has lighter header and requires less power. Due to its simplicity and having a small message header it is often recommended as compared to other message protocols for communication in IoT. IBM recently released MQTT v3.1, a new version of MQTT [41] adopted by IoT by OASIS. MQTT in [42] was proposed for drawing reality in the industry 4.0. This protocol is not like request-response type protocol. This lies on top of transport protocols.

Fig. 4 shows an MQTT Model of message Exchange in IoT environment. MQTT protocol uses publish/subscribe pattern for flexibility in transition and implementation. It is an ideal lightweight messaging protocol. MQTT is message centric protocol mainly designed for Mobile-to-mobile (M2M) communication and remote telemetry applications [8].

**Figure 4: MQTT Model of message Exchange in IoT**

MQTT includes four major components [43]: (1) Broker- This is the foremost component. Broker works like a server and is used for data monitoring between remote devices and sensors. Broker enables devices to connect automatically with other devices using three major Quality of Services (QoS), (2) Another component of MQTT is Topic that enables sensors and devices to produce information based on some Topics. Two more components are: (3) Publisher and (4) Subscriber [42]. Usually clients are the devices which are capable of publish messages; Subscribers can receive messages or play the roles of both [40]. Clients know about the brokers to that it connects and when it plays the role of subscriber, it must know about subscribing subject or topic. In order to receive a corresponding message, a client can subscribe to a specific topic. Other clients can also subscribe the same topic for getting updates from the brokers with every arrival of message. Broker is the centre component that accepts published messages with the help of topic and subscribed client send filtered message. In other words, Publish means to send data to the broker and subscribe means to get data from broker [42]. Publishers are actually lightweight sensors that send data to broker and go to sleep mode back whereas subscribers are applicable, which are interested in the sensory data or topics and connect to the certain brokers. Brokers must classify this sensory data into topics and send to those subscribers who are interested in corresponding topics. MQTT is designed to establish embedded connection between middleware and applications as well as communications and networks [6].

**Secure MQTT (SMQTT)**

SMQTT [6] is secure extension of MQTT protocol. SMQTT uses lightweight encryption attributes. It was introduced to enhance security feature of MQTT. The most important feature of this protocol is broadcast encryption. Using this one message is encrypted can be sent to multiple other devices. Four main stages of this algorithm are: First is setup phase where publishers and subscribers register themselves with the broker and also get a secret master key according to the key generation algorithm chosen by developer. Second phase is encryption that is followed after data is published to encrypt the data, decryption. Using publish phase data is published and is sent to subscriber and final phase is decryption to decrypt the data using secret master key. There is no standardized algorithm for key generation and encryption.

**Advanced Message Queuing Protocol (AMQP)**

AMQP is a session layer messaging protocol. It was designed for industrial and business management in order to offer non-proprietary solutions to exchange large amount of messages. Main possibilities for message delivery offered by AMQP are: point-to-point and store-and-forward. Advanced Message Queuing Protocol is an open standard protocol that was standardized by OASIS [44]. So many features of AMQP are similar to MQTT. MQTT and AMQP use same technique for message delivery [45]. It also runs over TCP platform and follows publisher/subscriber architecture.

**Figure 5: AMQP Model of message Exchange in IoT**

Fig. 5 shows AMQP based Model of message Exchange in IoT environment. It was designed to enable interoperability between wide range of domain applications and systems. The
interoperability feature of AMQP is significant as it allows different platforms and implemented in different languages to exchange messages. So it can be useful for heterogeneous systems [40]. AMQP works like email or instant messaging system and it comprises of network protocols specifying the entities producer/consumer and broker to interoperate with protocols model.

Message processing in AMQP are self contained and data contained by these messages are opaque. AMQP can support any size of message [45]. AMQP is middleware protocol and it is used for exchange messages in distributed area of applications. It also provides abstraction and simplification in communication programs. It provides reliable performance in different application entities. But in context of mobile networks the implementation has not been well tested.

In [45] AMQP was proposed to identify the limits of middleware applicability, capacity of message loss and latency during interrupted and disconnected condition of wireless devices. Jorge et al. [45] also compared the capabilities of AMQP and MQTT through suitable measurements under wireless network and the also presented evaluation results. Nitin Naik in [46] shows the dilemma of messaging protocol in IoT industry and compared various protocols. He also presented the evaluation of four established messaging protocols, which are: MQTT, CoAP, AMQP and HTTP for IoT.

RabbitMQ, a very popular implementation of message broker, is used as a message bus. It is very popular implementation of Advanced Message Queuing Protocol (AMQP). Using this implementation, messages are stored in queues on a centre node server i.e. RabbitMQ, before sending to the client [47]. In essence, RabbitMQ is an open-source implementation of AMQP. It is a standard protocol with scrutinized design. It enjoys a higher level of interoperability and can work very easily with other AMQP-compliance implementations [48].

Constrained Application Protocol (CoAP)

CoAP is a request/ response synchronous application layer protocol. It was formalized by Internet Engineering Task Force (IETF) and Constrained RESTful Environment (CORE) for providing a lightweight RESTful interface [6]. CoAP is deployed in various application domains from smart energy system to environment monitoring. CoAP is used in tiny size devices with low power, less computation and communication capabilities to enable them to utilize the RESTful interaction.

Fig. 6 shows CoAP based Model of message Exchange in IoT environment. It is a web transfer protocol similar to HTTP that is able to extend the architecture from Representational State Transfer (REST) to LoWPANs [8]. REST is actually a standard interface between client and server and it was developed to enable sensors with low power. Instead of TCP that is used in HTTP, CoAP is build over UDP platform and it is a binary protocol. The major reason for developing over UDP is to remove the TCP overhead to reduce the requirement of bandwidth [49]. But reliability reduces too.

Then IETF created the document for CoAP with possibility of running over TCP [50]. When a single or multiple requests are sent from client to server then the response is always sent over new connection. It has a light reliability mechanism. Architecture of CoAP has mainly two sub-layers: (1) messaging and (2) request/response. Messages are communicated through these sub-layers. Messaging sub-layer provides redundant detection and reliable delivery of message that is based on stop and waits messaging transmission. Request/response sub-layer is responsible for communication. This sub-layer can utilize both synchronous and asynchronous Responses. CoAP has four transmission modes: (1) Confirmable, (2) Non-confirmable, (3) Piggyback and (4) Separate. Confirmable and non-confirmable modes permit reliable and non-reliable transmission. Piggyback is used to provide direct communication to client-server direct communication and acknowledged. In HTTP, CoAP uses GET, PUT, PUSH and DELETE request methods to retrieve, create, update and delete the messages respectively in the network to manage URI identifier [41].

Extensible Messaging and Presence Protocol (XMPP)

XMPP is an open standard technology of messaging protocol designed by IETF [51]. Initially, it was designed for instant message exchange between applications to achieve basic security features including end-to-end encryption, authentication and compatibility [52]. This protocol is a text based protocol based on XML that can implement both publish-subscribe and client-server interaction. Though XMPP supports client-server model for interaction but there are new extensions also; which can enable public-subscribe generic model. XMPP can create topics and publish information by these generic extensions. The client-server communication in XMPP is done through XML streams. Data is exchanged in form of XML structured stanzas or tags. Three types of tags are defined, which are: <presence>, <message/> that defines title and body, and <iq/> i.e. info/query that pairs message senders and receivers. Each iq
tag must have an identity. XMPP specification follows TLS and DTLS reliable encryption that ensure data integrity and confidentiality [40].

XMPP is also known as instant messaging (IM) standard given by IETF. Some useful application of XMPP are video calling, teleconferencing, and chatting. It is a secure protocol and more suitable for IoT compared to CoAP request/response. This is one of top protocols on IoT platform. Its functions are similar to HTTP GET and POST methods while getting information from server and applying settings to server.

4. PERFORMANCE BASED RELATIVE ANALYSIS AND COMPARATIVE STUDY OF VARIOUS MESSAGING PROTOCOLS OF IOT SYSTEMS

On the basis of the study and survey of literatures in the related area; the performance analysis of various messaging protocols has been carried out based on different scales including message size, overhead, power consumption, resource requirement, latency, bandwidth, interoperability, reliability and most important security level. Below table 1 shows the performance analysis of some widely used messaging protocols (MQTT, CoAP, AMQP and HTTP) in IoT enabled smart environment. These messaging protocols have been studied and comparison analysis has been carried out. The messaging protocols proposed and implemented in different application areas and researches [42] [44] [45] [46] [48] [50] [51] have been analysed. It has been analyzed that HTTP is good on many scales but it is less reliable while MQTT is highly reliable protocol. Further MQTT is less secure. Table 2 presents comparison analysis of these protocols in the context of their, header and message size, architecture, quality of service, reliability, security, standards, licencing and encoding scheme.

Table1: Performance Based Relative Analysis of Various Application Layer Messaging Protocols of IoT Systems: MQTT, COAP, AMQP and HTTP on the basis of their Performance

<table>
<thead>
<tr>
<th>Criteria</th>
<th>MQTT</th>
<th>CoAP</th>
<th>AMQP</th>
<th>HTTP</th>
</tr>
</thead>
<tbody>
<tr>
<td>Message size</td>
<td>Medium (Higher than CoAP)</td>
<td>Low</td>
<td>Medium (&gt;MQTT and &lt;HTTP)</td>
<td>High</td>
</tr>
<tr>
<td>Message Overhead</td>
<td>Medium (Higher than CoAP)</td>
<td>Low</td>
<td>Medium (&gt;MQTT and &lt;HTTP)</td>
<td>High</td>
</tr>
<tr>
<td>Power Consumption</td>
<td>Medium (Higher than CoAP)</td>
<td>Low</td>
<td>Medium (&gt;MQTT and &lt;HTTP)</td>
<td>High</td>
</tr>
<tr>
<td>Resource Requirement</td>
<td>Medium (Higher than CoAP)</td>
<td>Low</td>
<td>Medium (&gt;MQTT and &lt;HTTP)</td>
<td>High</td>
</tr>
<tr>
<td>Latency</td>
<td>Medium (Higher than CoAP)</td>
<td>Low</td>
<td>Medium (&gt;MQTT and &lt;HTTP)</td>
<td>High</td>
</tr>
<tr>
<td>Bandwidth</td>
<td>Medium (Higher than CoAP)</td>
<td>Low</td>
<td>Medium (&gt;MQTT and &lt;HTTP)</td>
<td>High</td>
</tr>
<tr>
<td>Interoperability</td>
<td>Low</td>
<td>Medium (Higher than AMQP and Lower than HTTP)</td>
<td>Medium (&gt;MQTT and &lt;HTTP)</td>
<td>High</td>
</tr>
<tr>
<td>Reliability</td>
<td>High</td>
<td>Medium (Higher than HTTP and Lower than AMQP)</td>
<td>Medium (&gt;CoAP and &lt;MQTT)</td>
<td>Low</td>
</tr>
<tr>
<td>QoS</td>
<td>High</td>
<td>Medium (Higher than HTTP and Lower than AMQP)</td>
<td>Medium (&gt;CoAP and &lt;MQTT)</td>
<td>Low</td>
</tr>
<tr>
<td>Security</td>
<td>Low</td>
<td>Medium (Higher than MQTT and Lower than HTTP)</td>
<td>High</td>
<td>Medium (Lower than AMQP but Higher than CoAP)</td>
</tr>
<tr>
<td>Provisioning</td>
<td>Low</td>
<td>Medium (Higher than MQTT and Lower than HTTP)</td>
<td>High</td>
<td>Lower than AMQP but Higher than CoAP</td>
</tr>
<tr>
<td>Standardization</td>
<td>Low</td>
<td>Medium (Higher to AMQP but Lower to HTTP)</td>
<td>Medium (Higher to MQTT but Lower to CoAP)</td>
<td>High</td>
</tr>
<tr>
<td>IoT Usage</td>
<td>High</td>
<td>Medium (Higher to HTTP but Lower to AMQP)</td>
<td>Medium (Higher to CoAP but Lower to MQTT)</td>
<td>Low</td>
</tr>
</tbody>
</table>
Table 2: Comparative Study of Messaging Protocols for IoT Environment: MQTT, CoAP, AMQP and HTTP

<table>
<thead>
<tr>
<th>Criteria</th>
<th>MQTT</th>
<th>CoAP</th>
<th>AMQP</th>
<th>HTTP</th>
<th>DDS</th>
<th>XMPP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Architecture</strong></td>
<td>Client/Broker</td>
<td>Client/Server or Client/Broker</td>
<td>Client/Broker or Client Server</td>
<td>Client/Server</td>
<td>Broker-less architecture</td>
<td>Client/Server</td>
</tr>
<tr>
<td><strong>Abstraction</strong></td>
<td>Publish/Subscribe</td>
<td>Request/Response or Publish/Subscribe</td>
<td>Request/Response or Publish/Subscribe</td>
<td>Request/Response</td>
<td>Real Time Data Centric Publish/Subscribe</td>
<td>Request/Response or Publish/Subscribe</td>
</tr>
<tr>
<td><strong>Header Size</strong></td>
<td>2 Bytes</td>
<td>4 Bytes</td>
<td>8 Bytes</td>
<td>Undefined</td>
<td>Undefined</td>
<td>Undefined</td>
</tr>
<tr>
<td><strong>Message Size</strong></td>
<td>Small and Undefined (upto 256MB maximum size)</td>
<td>Small and undefined (Small to fit in single IP datagram)</td>
<td>Negotiable and Undefined</td>
<td>Large and Undefined (depends on the web server or the programming technology)</td>
<td>Undefined</td>
<td>Undefined</td>
</tr>
<tr>
<td><strong>Semantics/Methods</strong></td>
<td>Connected, Disconnected, Publish, Subscribe, Unsubscribe, Close</td>
<td>Get, Post, Put, Delete</td>
<td>Consume, Deliver, Publish, Get, Select, Ack, Delete, Nack, Recover, Reject, Open, Close</td>
<td>Get, Post, Head, Put, Patch, Options, Connect, Delete</td>
<td>Connected, Disconnected, Publish, Subscribe without Broker</td>
<td>HTTP GET and POST methods, Defined Tags &lt;presence/&gt; , &lt;message/&gt; and &lt;iq/&gt;</td>
</tr>
<tr>
<td><strong>Cache and Proxy Support</strong></td>
<td>Partial</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td><strong>Quality of Service(QoS)/Reliability</strong></td>
<td>Qos 0- At most once (Fire and Forget), QoS 1- At least once, QoS 2- Exactly once</td>
<td>Confirmable Message(similar to At most once) or Non-confirmable Message (similar to At least once)</td>
<td>Settle Format (Similar to At most once) or Unsettle Format (Similar to At least once)</td>
<td>Limited (via Transport Protocol - TCP)</td>
<td>23 excellent quality of service levels, High reliability</td>
<td>No Quality of Service</td>
</tr>
<tr>
<td><strong>Standards</strong></td>
<td>OASIS, Eclipse Foundation</td>
<td>IETF, Eclipse Foundation</td>
<td>OASIS, Eclipse Foundation</td>
<td>IETF and W3C</td>
<td>Open</td>
<td>IETF</td>
</tr>
<tr>
<td><strong>Transport Protocol</strong></td>
<td>TCP (MQTT-SN can use UDP)</td>
<td>UDF, SCTP</td>
<td>TCP, SCTP</td>
<td>TCP</td>
<td>TCP/UDP</td>
<td>TCP/IP</td>
</tr>
<tr>
<td><strong>Security</strong></td>
<td>TLS/SSL</td>
<td>DTLS, IPSEC</td>
<td>TLS/SSL, IPSEC, SASL</td>
<td>TLS/SSL</td>
<td>No Security</td>
<td>SASL and TLS</td>
</tr>
<tr>
<td><strong>Default Port</strong></td>
<td>188/8883 (TLS/SSL)</td>
<td>5683(UDP Port)/5684 (DTLS)</td>
<td>5671 (TLS/SSL), 5672</td>
<td>80/443 (TLS/SSL)</td>
<td>7400/7410/7411</td>
<td>5222</td>
</tr>
<tr>
<td><strong>Encoding Format</strong></td>
<td>Binary</td>
<td>Binary</td>
<td>Binary</td>
<td>Text</td>
<td>Text</td>
<td>XML</td>
</tr>
<tr>
<td><strong>Licensing Model</strong></td>
<td>Open Source</td>
<td>Open Source</td>
<td>Open Source</td>
<td>Free</td>
<td>Open Source</td>
<td>Open Source</td>
</tr>
<tr>
<td><strong>Applications/Supporting Organizations</strong></td>
<td>IBM, Facebook, Eurotech, Cisco, Software AG, Red Hat, Tibco, Amazon Web Services, M2Mi, InduSoft, Fiorano</td>
<td>LargeWeb Community Support, Cisco, Contiki, Erika, Iotivity</td>
<td>Microsoft, Bank of America, Barclays, JP Morgan, Goldman Sachs, Credit Suisse</td>
<td>Global Web Protocol Standard</td>
<td>Military Applications</td>
<td>Skype, O'Reilly</td>
</tr>
</tbody>
</table>
5. CONCLUSION

In this paper we reviewed literature related to IoT messaging protocols, network protocols, key exchange and security protocols for IoT enabled smart environment. Some of these papers relate to existing protocols and standards while some others relate to proposed and accepted protocols for IoT environment. In recent years, various lightweight protocols and security protocols have been proposed. We also compared some messaging protocols on the basis of their performance and reviewed various standards, algorithms, technologies and techniques used for designing a protocol for IoT environment.

As this paper presents advantages, disadvantages and performance of various message protocols, it will help in designing new protocols and improving existing protocols in future.
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