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Abstract- There are three types of watermark extraction methods, 

namely blind, semi-blind and non-blind.   Extraction without 
reference to the original, un-watermarked, image host is called as 

blind watermark extraction while extraction methods that rely on 

some data or features are named semi-blind. Non-blind 

watermark extraction is the one which needs the original host 

image for extraction. The watermarking system analyzes the 

extracted data by evaluating the similarity between the original 

watermark(W) and the extracted watermark(W’) during this final 

stage. 
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Introduction  
Watermarking is the process of embedding data called a 

watermark or tag or label into a multimedia object such that it can 

be detected or extracted later to make an assertion about the 

object. All watermarking methods share the same building blocks: 

an embedding system and the watermark extraction or recovery 

system (Fridrich 1998a; Hartung & Kutter 1999).The successive 

stages of watermarking process which comprises of the 

embedding, the distribution, the extraction and finally the 

decision (Meerwald 2001). In this embedding stage, an original 

image (I) to be watermarked is pre-processed before embedding a 

watermark (W). In the case of embedding in the transform 

domain, this may involve converting the image to the desired 

domain such as the Discrete Cosine Transform (DCT), the 

Discrete Fourier transform (DFT) and the Wavelet Transform 

(WT) domains. The watermarked image obtained is then 

distributed through a digital channel – for example published on a 

web server or sold to a customer. In the process of transmission 

and distribution of the watermarked image, compression and 

other common image processing tasks, may inevitably introduce 

errors to the watermarked image.  All these manipulations on the 

watermarked image have to be seen as an attack on the embedded 

information. During this stage the embedded watermark will be 

extracted.  There are three types of watermark extraction  

 
 

methods, namely blind, semi-blind and non-blind.   

Extraction without reference to the original, un-watermarked, 
image host is called as blind watermark extraction [Eugene et 

al, 2007], while extraction methods that rely on some data or 

features are named semi-blind (Chin-Chen et al, 2007b).  

Non-blind watermark extraction is the one which needs the 

original host image for extraction (Zaboli & Moin 2007). The 

watermarking system analyses the extracted data by 

evaluating the similarity between the original watermark (W) 

and the extracted watermark (W’) during this final stage. 

 

 

Mathematical Model  
The watermark to be embedded, as in Figure 1, may 

be a binary image, a bit stream or a pseudo-random number 

that adheres to a desired distribution such as the Gaussian 

distribution. The watermark(W)  is then appended to the 

desired coefficients as shown in Fig. 1 of the transform.  The 

watermarked image(I’) is the output of this process such that 

it is perceptually identical to I and is obtained by performing 

an inverse transform on the altered transform coefficients. 
Mathematically, this can be written as  

 

E (I,K,W) = I’                                  (1) 

 

where E is an encoder function and K is the secret key. 

A decoder function(D) takes a watermarked 

image(I’) whose ownership is to be determined and extracts a 

watermark(W’) from the image using the secret key(K). 

Mathematically, this is written as  

 

 D (I’,I,K) = W’                                  (2) 

 

The extracted watermark(W’) will be used in the decision 

making stage. 

The correlation between the recovered information 

and the original watermark information is used as the 

similiarity measure(Langelaar, 2000, Mabtoul et al., 2006), 

defined as 
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The value of the correlation determines how closely the 

original watermark resembles the extracted watermark.  If they 

are identical, then the correlation is equal to 1 (Langelaar, 2000, 

Mabtoul et al., 2006).  

 

 

Discussion of Results 
The watermarked image(I’) is the output of this process such that 

it is perceptually identical to I and is obtained by performing an 

inverse transform on the altered transform coefficients. The value 

of the correlation determines how closely the original watermark 

resembles the extracted watermark.  If they are identical, then the 

correlation is equal to 1 (Langelaar, 2000, Mabtoul et al., 2006). 

The correlation between the recovered information and the 

original watermark information is used as the similiarity measure. 

 

 

Conclusion 
The watermark to be embedded may be a binary image, a bit 

stream or a pseudo-random number that adheres to a desired 
distribution such as the Gaussian distribution. The watermarked 

image(I’) is the output of this process such that it is perceptually 

identical to I and is obtained by performing an inverse transform 

on the altered transform coefficients which can be expressed 

mathematically. This can lead to further work in this area of 

digital watermarking. 
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Fig.1. Embedding process 


