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Abstract

The fast evolution of cyber world has compiled many research scholars to develop
different ways of securing the transmission of digital multimedia documents like
text, images, audio, and video as it can be easily accessed manipulated or tampered.
Different domains and methods to achieve watermarking are spatial like LSB and
transform like DCT, FFT, WFT and SVD. Existing image watermarking techniques
can be extended to perform watermarking on video.

This paper presents a digital watermarking scheme for color media using block
based SVD approach. The proposed algorithm for watermarking handles the prob-
lem of false-positive detection and can be used for color videos. Watermarking
using SVD can be done more efficiently if watermark is embedded in the blue com-
ponent of the host frame of the video, instead of embedding it in the frame without
separating the color component. Analysis and results shows that the proposed al-
gorithm is robust secure and more efficient compared to our earlier scheme where
embedding is done without separating the color components of the image to be
watermarked.

AMS subject classification:
Keywords: Watermarking Singular value decomposition, Digital video watermark-
ing, RGB, Single Channel watermarking.
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1. Introduction

The technique of digital watermarking is considered one of the most powerful security
measures in the transmission of multimedia digital documents. It can be effectively
used by media owners use to insert watermark information into their document for
the purpose of copyright protection. This paper presents an improved version of the
earlier discussed block based SVD watermarking technique [14] for protecting rightful
ownership. Results show that in this scheme the efficiency of watermarking in terms of
MSE and PSNR values and payload is improved by embedding the watermark image in
the blue component [15] from the [R,G,B] panel of the video frames.

2. Rightful Ownership and Robustness

Extracting the watermark from a watermarked image is not enough to prove ownership
of the watermarked media. Zhang and Li (2005), said that by taking recourse to the
reference matrices of the watermark, the watermark can be extracted from a possibly
distorted watermarked image. The authors pointed out the fact that SVD subspace
can preserve major information of an image, leads to a flaw; in which any reference
watermark that is being searched for in an arbitrary image can be found. Chirag Jain
and Siddhart Arora [2] have also proposed an algorithm which eliminated this flaw
making watermarking with SVD more reliable. If embedding is done block-wise, larger
watermark can be hidden in the host video, compared with the diagonal wise embedding
or non block based approach [12].

3. SVD: Singular value decomposition

SVD is an algebraic technique for image watermarking on any digital signal. A digital
image X of size MXN, with M >= N, is considered as a 2-D Matrix. SVD of X is
definedas X = USVH

Y UixSixVi

Where U = M X M orthogonal matrix and V = N XN are orthogonal matrix

and S = M XN is a matrix with the diagonal elements representing the singular values.
U: XXH’s eigenvector (left singular vector)

V: XHXs eigenvector (right singular vector)

Sii = is a nonnegative real number and is X’s singular value

Main properties of SVD

Have very good stability

Represent image properties

Can process non-square matrix

Mapping of matrix X to S is many-to-one and nonlinear

X ==>USVH
X ==>US'VH
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If U! = U and/or V! = V then X! = X. If we change S by small amount, it doesn’t
affect the image, provided U and V are not altered [7].

3.1. Schur Decomposition
Schur decomposition of a real matrix A results in two matrices U and D such that

A=UxDxU’

Heres D is an upper triangular matrix. U is a unitary matrix. U’ indicates transpose of U.
D has the real eigenvalues on the diagonal and the complex eigenvalues in 2-by-2 blocks
on the diagonal. Schur decomposition requires about

8/3N°

flops. This is less than one third the number of computations required for SVD decom-
positions that require about 11N3flops. In Schur decomposition, the matrix U has one
interesting property, i.e. all its first two column elements are of same sign and their
values are very close. This property can be explored for image watermarking.

3.2. Watermarking Done in Color Component

An efficient watermarking scheme has been proposed by us earlier [14]. To further
increase the robustness of the watermark, watermarking is done in the blue color channel
using SVD. Blue color channel is chosen as it has shows greater efficiency [15]. Results
obtained shows that the efficiency of watermarking is increased using this new scheme
in terms of the MSE and PSNR values.

4. The proposed algorithm

Watermark Embedding steps
Input: Video Clip
Output: Watermarked Video Clip

1. Convert input into its constituent frames
2. Select a frame A, Divide A into blocks.
3. Take a block BA

4. Divide the original image into the three color channels (RBG) and let the blue
channel of original image be stored in BAb.

5. Perform Schur on BAb, we will get U, and D matrices.

6. Now let W be a watermark image.
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. Divide W into blocks and take block BW
. Perform Schur on BW, it will give Uw and Dw matrices

. Add this Dw to the D matrix of original frame to get new Dn

Dn =D + Dw
Performing reverse Schur, we will get watermarked frame BAwb.
BAwb =U x Dnx U’
Add previously stored green and red color components to BAwg
Repeat steps 4-11 for all blocks in each frame.

Combine all the frames, it will give watermarked video.

Watermark Extraction steps
Input: Watermarked Video Clip, Original Watermark image
Output: Extracted Watermark

1.
2.
3.
4.

10.

11.
12.

Convert input into its constituent frames
Select a frame A, Divide A into blocks.
Take a block BA

Divide the original image into the three color channels (RBG) and let the blue
channel of original image be stored in BA.

. Now let W be a watermark image.
. Divide W into blocks and take block BW
. Get a difference between both the blocks BPE

BPE = BAw — BA

Use this difference to Get new Block BPn
BPn =inv(U) * BPE xinv(U’);

. Where U is original frame’s Schur components.

We get Extracted Watermark by
WE =Uwx BPn*Uu'

Repeat steps 4-9 for all blocks in each frame.

It will give extracted Watermark
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S. Experimental Results

The algorithm shows good performance and is illustrated in table 1. Table 2 shows that
watermarks are successfully extracted even if watermarked image is cropped, rotated,
scaled, translated, compressed using jpeg compression or noise is added. Also false
detection is not possible. This shows that the proposed algorithm sustains attacks is
robust and secure. Any image file (*.tiff, *.gif,* jpeg,*.bmp,) whose size is less than
the frame of the constituent video can be chosen as watermark. Table 1 depicts the
comparison of Peak Signal to noise ratio (PSNR) and Mean square Error (MSE) values
of our previous algorithm [14] and the one presented in this paper. From Table 1 it
can be clearly incurred that the algorithm presented in this paper is more efficient. The
algorithm is tested on 3 video samples and the comparative result is depicted in table
1 and is obtained by testing on intermediate frames of each video. Figure 1, figure 2
and figure 3 are intermediate frames from three different videos used as host frames.
Figures 4,5,6 are frames on which watermark has been embedded. Figure 7 and figure 8
are watermark images that are embedded and figure 9, 10 are the respective extracted
watermarks. Figure 11 shows that false detection is not possible if watermark other than
the one used for embedding is used as reference for extraction which ensures rightful
ownership.

Table 1: Result Analysis

Input Previous algorithm New algorithm
MSE PSNR MSE PSNR
Videol Watermarkl | 6.06217 40.3045 1.18459 47.3951
Videol Watermark2 | 6.327 40.1162 1.23312 47.2207
Video2 Watermark1 | 6.32894 40.1175 1.20218 47.3311
Video2 Watermark2 || 6.0621 40.3046 1.23718 47.2065
Video3 Watermark1 || 6.32898 40.1175 1.21521 47.2843
Video3 Watermark2 || 6.06217 40.3045 1.6232 47.4775

Figure 1: Intermediate frame from Video 1.
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Figure 2: Intermediate frame from Video 2

Figure 5: Watermarked frame from Video 2
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Figure 6: Watermarked frame from Video 3

Figure 7: Watermark 1

[T

Figure 8: Watermark 2

Figure 9: Extracted Watermark 1
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Figure 10: Extracted Watermark 2

Figure 11: Extracted Watermark in false detection

Robustness Analysis:
Type of attack

1. Cropping
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Figure 12: Cropping

Rotation
Addition of Noise
Translation

Scaling

AN A

JPEG compression
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Figure 14: Noise

Figure 17: JPEG Compression



1584 Chhaya S. Gosavi and Dr. S. N. Mali

6. Conclusion

The above results are obtained using Matlab 7.5 and have shown satisfactory results.
The results verify the efficiency of the proposed algorithm in terms of transparency,
robustness and trustworthiness. The constraint on size of watermark is removed as bigger
watermarks can be embedded in color images using block based approach as compared
to the approach of embedding the watermark diagonally in D matrix of the Schur of
the host frame. Also more watermark information can be added in the green and red
channel of the host image. This algorithm can thus be used for digital watermarking in
applications like fingerprinting, copy control, broadcast monitoring, video authentication
and copyright protection.

Acknowledgment

The authors would like to thank Cummins College of Engineering for Women, Pad-
mashree Dr. D.Y. Patil College of Engineering and Technology and Sinhgad Institute of
Technology and Science for encouragement and support.

References

[1] Ruizhen Liu, Tieniu Tan, “Svd-Based Watermarking Scheme For Protecting Right-
ful Ownership,” 1IEEE Transaction on Multimedia, Vol. 4, Issue 1, pp. 121-128,
March -2002.

[2] Chirag Jain, Siddhart arora and Prasata K. Panigrati:, “ A Reliable SVD based
Watermarking Scheme,” Elsevier, August 2008.

[3] R. A. Ghazy, M. M. Hadhoud, M. I. Dessouky, N. A. El-Fishawy, F. E. Abd
El-Samie, “Performance Evaluation of Block based SVD Image Watermarking,
Progress In Electromagnetics Research,” , Vol. 8, 147-159, 2008.

[4] Ahmad A. Mohammad, Ali Alhaj, Sameer Shaltaf “An improved SVD-based
watermarking scheme for protecting Rightful ownership,” , Elsevier B.V
doi:10.1016/].sigpro.2008.02.015.2008

[5] Deepa Kundur and Dimitrios Hatzinakos, “Toward Robust Logo Watermarking Us-

ing Multiresolution Image Fusion Principles,” IEEE Transactions On Multimedia,
Vol. 6, No. 1, pp. 185-198, February 2004.

[6] Mohd Shahidan Abdullah, Azizah Abd Manaf “ An Overview of Video Water-
marking Techniques,”, University Technology of Malaysia, Postgraduate Annual
Research Seminar 2007.

[7] Chhaya Gosavi, C.S. Warnekar, “Study of Multimedia Security using Watermarking
Tehniques,” International Journal of Computer Science and Information Security,
Vol. 8, No. 5, pp. 64-72, August 2010.

[8] Zhang, X., Li, K., “ An SVD based watermarking scheme for protecting rightful



Watermarking for Video using single channel block 1585

ownership”, IEEE Trans. Multimedia 7, 593-594, 2005.

[9] Ingemar J. Cox, Joe Kilian, F. Thomson Leighton, and Talal Shamoon, “Secure

Spread Spectrum Watermarking for Multimedia,” 1EEE Transactions on Image
Processing, Vol. 6, No. 12, pp. 1673-1687, December 1997.

[10] Wu,Y., “The security of an SVD-based ownership watermarking,”, 1EEE
Trans.Multimedia 7, no. 4, pp. 624—627,2005

[11] Mrs Neeta Deshpande, Dr. Archana rajurkar, Dr. R. manthalkar, “Review of Ro-
bust Video Watermarking Algorithms,” (IJCSIS) International Journal of Computer
Science and Information Security, Vol. 7, No. 3, March 2010.

[12] Lama Rajab,Tahani Al-Khatib,Ali Al-Haj, “Video Watermarking Algorithms Using
the SVD Transform,” European Journal of Scientific Research, Vol. 30 No. 3, pp.
389-401, 2009.

[13] B. Chandra Mohan and K. Veera Swamy, “On the use of Schur Decomposition for
Copyright Protection of Digital Images, ”, International Journal of Computer and
Electrical Engineering, Vol. 2, No. 4, August, 2010

[14] Meenal Kamlakar, Chhaya Gosavi, Abhijit Patankar, “Secure, Robust and more
efficient watermarking for video using SVD for protecting rightful ownership,”,
IJERIA Vol. 5, No. II. May 2012

[15] Rashmi Agarwal M. S. Santhanam K. Venugopalan, “Multichannel Digital Water-

marking of Color Images using SVD,”, International Conference on Image Infor-
mation Processing, 978-1-61284-861-7/2011, 2011






	a4 blank.pdf
	07_22081-ATAM__pp 35-42.pdf
	08_23061-ATAM__pp 43-48.pdf
	09_22959-ATAM_pp49-59 new1.pdf
	10_23200- ATAM__pp 61-67.pdf
	11_23674- ATAM__pp 69-70.pdf
	12_22216 ATAM new1__pp 71-76 new1.pdf
	13_23242-ATAM__pp 77-85 reset1.pdf
	b.pdf
	Page 1


	14_24146_-_ATAM__pp_87-95__author self recorrection new2.pdf




